“MAY | BORROW YOUR COMPUTER? | PROMISE NOT TO LOOK AT YOUR FILES. REALLY.”
This should make you think about what’s on your computer.

What Word document were you last working on? Perhaps an exam, or were you grading papers? Are your
students’ names and grades on your laptop? How about your advisees, or that list of prospective students, or
the health records of a sports team? Do you run reports from Banner and store them on your laptop? What
University information is stored in these reports? Names, addresses, phone numbers? What’s on that USB
pen drive that you use to move files back and forth from home?

THERE ARE FEDERAL AND STATE LAWS THAT REQUIRE DENISON TO PROTECT THE INFORMATION OF OUR STUDENTS AND EM-
PLOYEES. DID YOU KNOW THAT THE STATE OF OHIO NOW REQUIRES DENISON TO REPORT PUBLICLY ANY INCIDENT IN WHICH PER-
SONAL INFORMATION MAY BE LOST?

I just asked if I could borrow your computer. Imagine what happens if your laptop computer is lost or stolen.
Which is more valuable: the computer or the data on it? It’s probably the data.

Sensitive University and personal data are everywhere. It’s is your responsibility to protect the data in your
possession, whether you have it intentionally or incidentally. Computing Services can help you protect the
data entrusted to you. Call the HelpDesk at x6395 for more information.

UNIVERSITIES ARE TARGETS FOR PERSONAL DATA. IT’S EVERYONE’S RESPONSIBILITY TO KEER IT SECURE



INTRODUCING---
The INFO-THIEF
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HE KNOW
YOUR SECRETS!

CAN OUR HERO DEFEAT THIS ELUSNE ENEMY?
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